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1
Decision/action requested

The group is asked to discuss and agree on the proposal.
2
References

[1]
3GPP TR 28.861 Study on the Self-Organizing Networks (SON) for 5G networks.
3
Rationale

This contribution proposes to add concept, usecase and requirements for multi-vendor plug and play NFs.
4
Detailed proposal

It is proposed to make the following changes to TR 28.861[1].
	1st Change


2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 32.500: "Telecommunication Management; Self-Organizing Networks (SON); Concepts and requirements".
[X]
3GPP TR 32.501: "Telecommunication Management; Self-configuration of network elements; Concepts and requirements".

	2nd Change


4.3.11
Multi-vendor Plug and Play eNB connection to the network

The concept of multi-vendor Plug and Play eNB connection to the network defined in TS 32.501[X] may be applicable to 5G. For 5G, the multi-vendor plug and play capability is expected to support for any type of non-virtualized NFs (i.e. NG RAN NF and 5GC NF). For the detailed concept pf multi-vendor plug and play see clause 4.3 in TS 32.501[X].
	2nd Change


5.2.12
Multi-vendor Plug and Play of NFs

5.2.12.1
Goal

The goal is to connect the NF to its self-configuration MnS Provider and to the External Network(s) as automatically as possible after it physical installation. 
5.2.12.2
Pre-conditions

The NF is physically installed. 

5.2.12.3
Steps 

1. The NF is powered up. If a VLAN ID is available the NF uses it. Otherwise the NF uses the native VLAN where PnP traffic is sent and received untagged.
2.
The NF acquires its IP address through stateful or stateless IP autoconfiguration. 
3.
The NF acquires the IP address of the CA/RA server.
4.
The NF performs Certificate Enrolment.

5.
The NF acquires the IP address of the OAM SeGW.

6.
The NF establishes a secure connection (tunnel) to the Security Gateway.

7.
The NF acquires the IP address of the correct Self-configuration MnS Provider.

8.
The NF establishes a connection to the provided Self-configuration MnS Provider and acquires its configuration and software if any.  
9. The NF establishes a connection to the External Network(s) using the transport (VLAN ID, IP addresses).
5.2.12.4
Post-conditions

One or more secure connections exist between the NF and the Self-configuration MnS Provider and the External Network(s).
	End


